
Student Acceptable 
Use Policy

Do Not… 
• Share private information about yourself or others. 
• Cause harm to others or damage to their property. 
• Damage computer equipment, data or files. 
• Pursue hacking. 
• Copy or download copyrighted materials. 
• Look at, send, copy or  create material that is rude, 

inappropriate or meant to hurt someone’s feelings. 
• Steal information or music. 
• Buy, sell or advertise merchandise unless it’s part of a project. 
• Install software on computers unless approved by teacher or 

District staff.

Do… 
• Acknowledge that the District is providing a safe online 

experience as long as rules are followed. 
• Access and use collaborative tools, safe sites, games and 

searches. 
• Be respectful, responsible and safe while using devices. 
• Communicate online in ways that are kind and respectful. 
• Use only your account and not anyone else’s and keep your 

account and password information private. 
• View and use networks that are allowed by the teacher or 

District staff.

Be Aware… 
• Only current students can use the District network. Your 

privilege of using technology can be taken away by staff or 
parents if you are engaging in inappropriate behavior. 

• Understand the choices you make while on a computer or the 
internet. Tell an adult if you see something threatening or 
inappropriate happening. 

• PPS monitors our networks and devices on them and you 
should have no expectation of privacy while connected.

The District’s Acceptable Use Policy is meant to prevent users from doing anything 
inappropriate online and establish expectations for using the District network. This poster is a 
student-friendly version of the full Acceptable Use Policy at bit.do/ppsaup.


